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adeguato al Regolamento UE 2016/679.

(approvato con delibera di Consiglio Comunale n.15 del 30.07.2025)
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CAPO | - PRINCIPI GENERALI
Art.1. Oggetto

1.1. 1l presente regolamento disciplina il trattamento dei dati personali acquisiti mediante
l'utilizzo degli impianti di videosorveglianza attivati nel territorio del Comune di Fombio,
determinandone le condizioni necessarie per la tenuta in esercizio, ai sensi del Regolamento Ue
2016/679, (GDPR - General Data Protection Regulation), in osservanza delle disposizioni
contenuti nei provvedimenti promulgati dal Garante della privacy ed in particolare dall’art. 3.1. del
“Provvedimento del Garante per la protezione dei dati personali del 8 aprile 2010”.

1.2. Linstallazione e [lattivazione del sistema di videosorveglianza non deve essere
sottoposto all’esame preventivo del Garante, ma ¢é sufficiente che il trattamento dei dati personali
effettuato tramite tale tipo di impianto per lo svolgimento dei propri compiti istituzionali avvenga
nel rispetto dei requisiti previsti dal GDPR e previa informativa alle persone che stanno per
accedere nell’area videosorvegliata.

1.3. In particolare il presente regolamento: a) individua gli impianti di videosorveglianza di
proprieta del Comune di Fombio o da esso gestiti; b) definisce le caratteristiche e le modalita di
utilizzo degli impianti di videosorveglianza; c) disciplina gli adempimenti, le garanzie e le tutele
per il legittimo e pertinente trattamento dei dati personali acquisiti mediante I'utilizzo degli impianti
di videosorveglianza.

1.4. Gli impianti di videosorveglianza attivati nel territorio del Comune di Fombio sono
individuati nel Manuale operativo che verra redatto successivamente.

Tali impianti:

 riprendono e registrano immagini che permettono di identificare in modo diretto o
indiretto le persone riprese;

» consentono unicamente riprese video;

* sono installati in corrispondenza dei luoghi che verranno indicati nel manuale operativo;

* sono dotati delle caratteristiche tecniche che verranno indicate nel manuale operativo;

Art.2. Definizioni

2.1. Ai fini del presente regolamento si intende:

a) per “Regolamento UE”, il Regolamento Ue 2016/679, (GDPR - General Data Protection
Regulation) e successive modificazioni ed integrazioni;

b) per “Decreto Legislativo 10 agosto 2018, n. 101” Disposizioni per I'adeguamento della
normativa nazionale alle disposizioni del regolamento (UE) 2016/679 del Parlamento europeo e
del Consiglio, del 27 aprile 2016, relativo alla protezione delle persone fisiche con riguardo al
trattamento dei dati personali, nonché alla libera circolazione di tali dati e che abroga la direttiva
95/46/CE (regolamento generale sulla protezione dei dati).

c) per “impianto di videosorveglianza”, qualunque impianto di ripresa, fissa o mobile,
composto da una o piu telecamere, in grado di riprendere e registrare immagini e suoni, utilizzato
per le finalita indicate dall’articolo 3 del presente regolamento;

d) per “banca di dati”, il complesso di dati personali che in relazione ai luoghi di
installazione delle videocamere riguardano prevalentemente i soggetti che transitano nell'area
interessata, creati all'interno di Video Server dedicati, e trattati esclusivamente da un ristretto
numero di soggetti appositamente designati ed incaricati per iscritto;

e) per “trattamento”, tutte le operazioni o complesso di operazioni, svolte con l'ausilio dei
mezzi elettronici 0 comunque automatizzati, concernenti la raccolta, la registrazione,
l'organizzazione, la conservazione, [Ielaborazione, la selezione, [Iestrazione, [utilizzo,
I'interconnessione, la comunicazione, I'eventuale diffusione, la cancellazione e la distribuzione di
dati;

f) per “dato personale”, qualunque informazione relativa a persona fisica identificata o
identificabile, anche indirettamente, e rilevata con trattamenti di immagini effettuati attraverso
'impianto di videosorveglianza;



g) per “misure di sicurezza®’, il complesso delle misure tecniche, informatiche,
organizzative, logistiche e procedurali di sicurezza che garantiscono il livello adeguato di
protezione previsto dalle norme (GDPR, Art.32);

h) per “titolare”, 'lEnte Comune, in persona del Sindaco pro-tempore, al quale compete il
potere decisionale autonomo in ordine alle finalita ed alle modalita del trattamento dei dati
personali;

i)per “responsabile esterno”, la persona fisica/giuridica, legata da rapporto di servizio al
titolare e preposto al trattamento dei dati personali;

j) per “autorizzato”, la persona fisica autorizzata ed istruita a compiere operazioni di
trattamento dal titolare o dal responsabile;
k) per “interessato”, la persona fisica cui si riferiscono i dati personali;

[) per “comunicazione”, il dare conoscenza dei dati personali a soggetti determinati, in
qualunque forma; La comunicazione dei dati personali da parte del Comune a favore di soggetti
pubblici, esclusi gli enti pubblici economici, € ammessa quando & prevista da una norma di legge
o regolamento. In mancanza di tale norma la comunicazione € ammessa quando &€ comunque
necessaria ed esclusivamente per lo svolgimento di compiti di interesse pubblico e lo
svolgimento di funzioni istituzionali e pud essere iniziata se &€ decorso il termine di cui all'art. 2 ter
del D.Lgs. n. 196/03. Non si considera comunicazione, ai sensi e per gli effetti del precedente
comma, la conoscenza dei dati personali da parte delle persone incaricate ed autorizzate per
iscritto a compiere le operazioni del trattamento dal titolare o dal responsabile e che operano
sotto la loro diretta autorita.

m) per “diffusione”, il dare conoscenza generalizzata dei dati personali a soggetti
indeterminati, in qualunque forma.

E in ogni caso fatta salva la comunicazione o diffusione di dati richieste, in conformita alla legge,
da forze di polizia, dallautoritd giudiziaria, da organismi di informazione e sicurezza o da altri
soggetti pubblici ai sensi dell’art. 58, comma 2, del D.Lgs. 30/6/2003, n. 196 per finalita di difesa
o di sicurezza dello Stato o di prevenzione, accertamento o repressione di reati.

n) per "Garante", il garante per la protezione dei dati personali;

o) per “Privacy by default e Privacy by Design” i principi di protezione dei dati fin dalla
progettazione e protezione per impostazione predefinita sanciti dall’Art.25 del GDPR;

p) per “Data Breach” la violazione di sicurezza che comporta accidentalmente o in modo
illecito la distruzione, la perdita, la modifica, la divulgazione non autorizzata o I'accesso ai dati
personali trasmessi, conservati o comunque trattati;

q) per “Data Protection Officer” il responsabile della protezione dei dati, come definito
dagli Artt.37-39 del GDPR,;

r) per “Analisi dei rischi” la valutazione dei rischi presentati dal trattamento (in termini di
gravita e probabilita) che derivano in particolare dalla distruzione, dalla perdita, dalla modifica,
dalla divulgazione non autorizzata o dall'accesso, in modo accidentale o illegale, a dati personali
trasmessi, conservati o comunque trattati;

t) per “danni’ | danni cagionati ad altri per effetto del trattamento di dati personali che
comporta eventuale risarcimento ai sensi dell'art. 2050 del Codice civile.

Art.3. Finalita
3.1. Le finalita di utilizzo degli impianti di videosorveglianza di cui al presente regolamento
sono conformi alle funzioni istituzionali demandate ai Sindaci ed ai Comuni dal decreto legge n.



14 del 20 febbraio 2017 convertito in legge n. 48 del 13 aprile 2017 “disposizioni urgenti in
materia di sicurezza delle citta”, dallo statuto e dai regolamenti comunali e dalle altre disposizioni
normative applicabili al Comune di Fombio In particolare, 'uso di impianti di videosorveglianza &
strumento per l'attuazione di un sistema integrato di politiche per la sicurezza urbana, di cui alle
fonti normative sopra citate.

3.2 Il presente regolamento garantisce che il trattamento dei dati personali, effettuato
mediante l'attivazione di un impianto di videosorveglianza nel territorio urbano, gestito dal
Comune di Fombio e collegato alla centrale operativa della Polizia Locale nonché a quella delle
forze di polizia di cui allart. 16 della Legge 1/4/1981 n. 121 (purché sia stato sottoscritto il
necessario protocollo d’intesa con la Prefettura di Lodi cosi come da nota del Ministero
dell'Interno del 28 febbraio 2017, n. 0003412 - Prot. uscita del 12 gennaio 2018 n. 0001065
“‘Realizzazione dei sistemi di lettura targhe ed integrazione al Sistema di Controllo Nazionale
Targhe e Transiti), si svolga nel rispetto dei diritti, delle liberta fondamentali, nonché della dignita
delle persone fisiche, con particolare riferimento alla riservatezza e all’identita personale.

3.3 Le finalita istituzionali del suddetto impianto sono del tutto conformi alle funzioni
istituzionali demandate al Comune, in particolare, dal D.P.R. 24 luglio 1977, n. 616, dal D.Lgs. 31
marzo 1998, n. 112, dalla legge 7 marzo 1986 n. 65, sull’'ordinamento della Polizia Locale dalla
normativa regionale, nonché dallo statuto e dai regolamenti comunali. La disponibilita tempestiva
di immagini presso il Comando della Polizia Locale e i locali delle forze armate costituisce inoltre
uno strumento di prevenzione e di razionalizzazione dell’azione della Polizia Locale e dei
Carabinieri. La videosorveglianza effettua una vera e propria attivita di vigilanza su persone e
beni, sostituendo, in tutto o in parte, la presenza umana sul posto

3.4. L'utilizzo degli impianti di videosorveglianza ¢ finalizzato a:

a) prevenire e reprimere atti delittuosi, attivita illecite ed episodi di microcriminalita
commessi sul territorio comunale, al fine di garantire maggiore sicurezza ai cittadini nell’ambito
del piu ampio concetto di “sicurezza urbana” di cui all’articolo 4 del decreto legge n. 14/2017 e
delle attribuzioni del Sindaco in qualita di autorita locale di cui all’art. 50 e di ufficiale di governo di
cui all’art. 54 comma 4 e 4-bis del D.Lgs. 18 agosto 2000 n. 267;

b) tutelare la sicurezza urbana, prevenire e reprimere ogni tipo di illecito, di natura penale
o0 amministrativa, in particolare legato a fenomeni di degrado e abbandono di rifiuti, (per
controllare discariche di sostanze pericolose ed “eco-piazzole” per monitorare le modalita del loro
uso, la tipologia dei rifiuti scaricati e I'orario di deposito), di rispetto del benessere animale e/o e
svolgere i controlli volti ad accertare e sanzionare le violazioni delle norme contenute nel
regolamento di polizia urbana, nei regolamenti locali in genere e nelle ordinanze sindacali;

c) vigilare sull'integrita, sulla conservazione e sulla tutela del patrimonio pubblico e privato
e e prevenire eventuali atti di vandalismo o danneggiamento;

d) tutelare 'ordine, il decoro e la quiete pubblica;

e) controllare aree specifiche del territorio comunale;

f) attivare uno strumento operativo di protezione civile sul territorio comunale;

g)verificare il rispetto degli accessi in zone a traffico limitato e corsie riservate;

h)rilevare le infrazioni al codice della strada;

f) monitorare i flussi di traffico al fine di intervenire prontamente per prevenire ingorghi o
blocchi del traffico;

g)promozione turistica o pubblicitaria anche con I'utilizzo di webcam o camera on-line. In
questo caso non devono essere rese visibili le persone riprese;

3.5. Ai sensi di quanto previsto dall'articolo 4 della Legge 20 maggio 1970, n. 300 e dal
Regolamento Ue 2016/679 (GDPR) e successive integrazioni e modifiche, gli impianti di
videosorveglianza non possono essere utilizzati per effettuare controlli sull'attivita lavorativa dei
dipendenti dellamministrazione comunale, di altre amministrazioni pubbliche o di altri datori di
lavoro, pubblici o privati.



Art.4. Principi applicabili al trattamento dei dati personali

4.1. Il presente regolamento garantisce che il trattamento dei dati personali, acquisiti
mediante I'utilizzo degli impianti di videosorveglianza gestiti dal Comune di Fombio si svolga nel
rispetto dei diritti, delle libertda fondamentali e della dignita delle persone fisiche, con particolare
riferimento alla riservatezza e all’identita personale.

4.2. L'utilizzo degli impianti di videosorveglianza comporta esclusivamente il trattamento
di dati personali rilevati mediante le riprese video che, in relazione ai luoghi di installazione delle
telecamere, interessano i soggetti ed i mezzi di trasporto che transitano nell’area oggetto di
sorveglianza.

4.3. Il trattamento dei dati personali si svolge nel pieno rispetto dei principi di liceita,
finalita, necessita e proporzionalita, sanciti dal GDPR.

4.4. In attuazione dei principi di liceita e finalita, il trattamento dei dati personali acquisiti
mediante l'utilizzo degli impianti di videosorveglianza & effettuato dal Comune di Fombio
esclusivamente per lo svolgimento delle funzioni istituzionali e per il perseguimento delle finalita
di cui all’articolo 3 del presente regolamento.

4.5. In attuazione del principio di necessita, gli impianti di videosorveglianza ed i
programmi informatici di gestione sono configurati in modo da ridurre al minimo l'uso di dati
personali ed identificativi, in modo da escluderne il trattamento quando le finalita perseguite nei
singoli casi possono essere raggiunte mediante dati anonimi o con modalita che permettano di
identificare I'interessato solo in caso di necessita.

4.6. In attuazione del principio di proporzionalita e dei criteri di pertinenza e non
eccedenza, gli impianti di videosorveglianza sono configurati in modo da raccogliere
esclusivamente i dati strettamente necessari per il raggiungimento delle finalitd perseguite,
registrando le sole immagini indispensabili, limitando I'angolo visuale delle riprese ed evitando,
guando non indispensabili, immagini dettagliate, ingrandite o con particolari non rilevanti.

CAPO Il - OBBLIGHI PER IL TITOLARE
DEL TRATTAMENTO

Art.5. Titolare della protezione dei dati

5.1. Il Comune di Fombio & titolare del trattamento dei dati personali acquisiti mediante
utilizzo degli impianti di videosorveglianza di cui al presente regolamento. A tal fine il Comune di
Fombio & rappresentato dal Sindaco, a cui compete ogni decisione circa le modalita del
trattamento, ivi compreso il profilo della sicurezza.

5.2. Il Sindaco, in qualita di rappresentante del titolare del trattamento dei dati personali
acquisiti mediante I'utilizzo degli impianti di videosorveglianza:

a) definisce le linee organizzative per I'applicazione della normativa di settore;

b) nomina i soggetti coinvolti nella gestione del sistema di videosorveglianza, impartendo
istruzioni ed assegnando compiti e responsabilita;

c) detta le linee guida di carattere fisico, logico ed organizzativo per la sicurezza del
trattamento dei dati personali acquisiti mediante I'utilizzo degli impianti di videosorveglianza; d)
vigila sulla puntuale osservanza delle disposizioni impartite.

5.3. Il Titolare del trattamento si avvale della collaborazione del Responsabile della
protezione dei dati.




Art. 6 — Il Responsabile della protezione dei dati

6.1. Il Comandante della Polizia Locale hominato dal Titolare del trattamento (il Comune
nella persona del Legale Rappresentante) responsabile del servizio, o altra persona da lui
nominata, domiciliati in ragione delle funzioni svolte presso il Comando della Polizia Locale, &
individuato quale Responsabile del trattamento dei dati personali rilevati, ai sensi per gli effetti
dellart. 2, comma 1, lett. ). E consentito il ricorso alla delega scritta di funzioni da parte del
designato.

6.2. |l responsabile deve rispettare pienamente quanto previsto, in tema di trattamento dei
dati personali, dalle leggi vigenti, ivi incluso il profilo della sicurezza e dalle disposizioni del
presente regolamento.

6.3. Il responsabile procede al trattamento attenendosi alle istruzioni impartite dal titolare il
quale, anche tramite verifiche periodiche, vigila sulla puntuale osservanza delle disposizioni di cui
al comma 1 e delle proprie istruzioni.

6.4. | compiti affidati al responsabile devono essere analiticamente specificati per iscritto,
in sede di designazione.

Art. 7 — Funzioni del responsabile

7.1 1l funzionario nominato responsabile del trattamento:
o adotta, rispetta e fa rispettare le misure di sicurezza;
e cura l'informativa di cui all’art. 13 del reg. UE 671/16 (G.D.P.R.);

e informa e fornisce consulenza al titolare del trattamento agli incaricati, nonché ai
dipendenti che eseguono il trattamento in merito agli obblighi derivanti dal GDPR nonché
da altre disposizioni dell'Unione o degli Stati membri relative alla protezione dei dati;

e sorveglia circa l'osservanza del GDPR, di altre disposizioni dell'lUnione o degli Stati
membri relative alla protezione dei dati nonché delle politiche del titolare del trattamento in
materia di protezione dei dati personali, compresi l'attribuzione delle responsabilita, la
sensibilizzazione e la formazione del personale che partecipa ai trattamenti e alle
connesse attivita di controllo;

o fornisce, se richiesto, un parere in merito alla valutazione d'impatto sulla protezione dei
dati e ne sorveglia lo svolgimento;

e coopera con l'autorita di controllo;

o funge da punto di contatto per I'autorita di controllo per questioni connesse al trattamento,
tra cui la consultazione preventiva, ed effettua, se del caso, consultazioni relativamente a
qualunque altra questione.

e individua gli incaricati del trattamento, da agli incaricati le istruzioni e vigila sul loro
rispetto (gli incaricati del materiale trattamento devono elaborare i dati personali ai quali
hanno accesso attenendosi scrupolosamente alle istruzioni del titolare o del
responsabile);

e evade entro 15 giorni le richieste di reclami;

e secondo le modalita e i tempi contenuti nelle richieste, evade le richieste di informazioni
pervenute da parte del Garante in materia di protezione dei dati personali;

o dispone la distruzione dei dati nel caso venga meno lo scopo del trattamento o I'obbligo di
conservazione;

o informa senza ingiustificato ritardo linteressato in caso di violazione dei dati personali
suscettibile di presentare un rischio elevato per i loro diritti e le loro liberta affinché possano
prendere le precauzioni del caso, in stretta collaborazione con le Autorita di controllo e nel
rispetto degli orientamenti impartiti da questa o da altre autorita competenti;



e comunica al titolare del trattamento I'avvenuta violazione dei dati personali affinché esso
notifichi la violazione all'Autorita competente, senza ingiustificato ritardo e, ove possibile,
entro 72 ore dal momento in cui ne & venuto a conoscenza.

o custodisce le chiavi per 'accesso ai locali della centrale di controllo, le chiavi degli armadi
per la conservazione delle immagini, nonché le parole chiave per l'utilizzo dei sistemi.

Art.8 . Responsabili esterni del trattamento dei dati personali

8.1. Il Titolare & chiamato a nominare Responsabili del trattamento dei dati personali
acquisiti mediante l'utilizzo degli impianti di videosorveglianza, in conformita alle indicazioni
dell’Art.28 del GDPR, i soggetti esterni di cui potrebbe avvalersi per attivita connesse ad
installazione, configurazione, manutenzione, assistenza, ampliamento del sistema, nonché per
attivita e servizi di vigilanza. Nel provvedimento di nomina sono analiticamente specificati i
compiti affidati al responsabile.

8.2. | responsabili effettuano il trattamento nel rispetto della normativa vigente in materia
di protezione dei dati personali, ivi incluso il profilo della sicurezza, e delle disposizioni del
presente regolamento.

Art. 9 — Persone autorizzate ad accedere alla sala di controllo

9.1. L'accesso alla sala di controllo € consentito solamente al personale in servizio della
Polizia Locale autorizzato per iscritto, dal Comandante e agli incaricati addetti ai servizi, di cui ai
successivi articoli.

9.2. Eventuali accessi di persone diverse da quelli innanzi indicate devono essere
autorizzati, per iscritto, dal Comandante della Polizia Locale.

9.3. Possono essere autorizzati all'accesso solo incaricati di servizi rientranti nei compiti
istituzionali dell’ente di appartenenza e per scopi connessi alle finalita di cui al presente
regolamento, nonché il personale addetto alla manutenzione degli impianti ed alla pulizia dei
locali e il personale delle forze dell’'ordine.

9.4. |l Responsabile della gestione e del trattamento impartisce idonee istruzioni atte ad
evitare assunzioni o rilevamento di dati da parte delle persone autorizzate all’accesso per le
operazioni di manutenzione degli impianti e di pulizia dei locali.

9.5. Gli incaricati dei servizi di cui al presente regolamento vigilano sul puntuale rispetto
delle istruzioni e sulla corretta assunzione di dati pertinenti e non eccedenti rispetto allo scopo
per cui & stato autorizzato I'accesso.

Art.10 . Persone autorizzate al trattamento dei dati personali

10.1. Per la gestione operativa del sistema, il Titolare nomina ed istruisce i soggetti
autorizzati al trattamento. L’incarico & effettuato con atto scritto, nel quale sono analiticamente
specificati i compiti affidati e le prescrizioni per il corretto, lecito, pertinente e sicuro trattamento
dei dati e per I'utilizzo del sistema.

10.2 | profili di accesso ed i livelli di autorizzazione possono essere differenziati, in
conformita all’Art. 2-quaterdecies del D.Lgs.196/2003, in modo da assegnare correttamente ruoli
ed attivita.

10.3. Gli autorizzati sono nominati tra il personale del Comune di Fombio o enti correlati
che per esperienza, capacita e affidabilita forniscono idonea garanzia del pieno rispetto delle
vigenti disposizioni in materia di trattamento e sicurezza dei dati (di norma all'interno dei settori
tecnici o di polizia municipale).



10.4. Gli autorizzati (i cui estremi identificativi ed atti di nomina costituiscono allegati al
Piano Operativo che verra redatto successivamente) prima dell'utilizzo degli impianti, essi
saranno istruiti al corretto uso dei sistemi, sulle disposizioni della normativa di riferimento e sul
presente regolamento, in ogni caso sono tenuti a:

* svolgere le attivita previste dall’atto di autorizzazione secondo le prescrizioni in esso
contenute e le direttive del Titolare/DPO;

* rispettare le norme di sicurezza per la protezione dei dati personali, astenendosi da
qualsiasi utilizzo improprio e non necessario del sistema;

« informare il Titolare/DPO in caso di incidente di sicurezza che coinvolga l'impianto;

* informare il Titolare/DPO in caso di richiesta di accesso alle registrazioni da parte di
soggetti interessati o autorita giudiziaria.

10.5. Nellambito degli incaricati, verranno designati, con l'atto di nomina, i soggetti cui &
affidata la custodia e conservazione delle password e delle chiavi di accesso alla sala operativa
ed agli armadi per la conservazione dei supporti contenenti le immagini.

10.6 L’accesso ai sistemi & consentito esclusivamente al responsabile e ai preposti, come
indicati nei punti precedenti. | preposti, previa comunicazione scritta al responsabile, potranno
autonomamente variare la propria password.

CAPO Ill - TRATTAMENTO DEI DATI PERSONALI

Art.11. Modalita di raccolta e requisiti dei dati personali

11.1 Nei locali della Polizia Locale sara posizionato un monitor per la visione in diretta delle
immagini riprese dalle telecamere. Il sistema di videosorveglianza facendo capo alla Polizia
Locale deve essere realizzato nella piena compatibilita con le tecnologie adottate nelle
sale/centrali operative delle Forze di Polizia. |l flusso dei dati pud giungere agli organi di Polizia
Locale ovvero presso istituti di vigilanza, in grado di garantire i servizi di monitoraggio ed il
conseguente, eventuale, allertamento della sala o centrale operativa delle Forze di Polizia.

La diretta visualizzazione delle immagini rilevate con i sistemi di videosorveglianza nelle sale o
centrali operative & limitata ad obiettivi particolarmente sensibili e strategici per la sicurezza
urbana o in presenza del requisito di pubblico interesse (necessita, pertinenza, non eccedenza
dei dati o dei trattamenti).

11.2. Possono essere installati sistemi integrati, sistemi intelligenti e sistemi per rilevare
delle violazioni al codice della strada.

11.3. | sistemi integrati collegano telecamere tra soggetti diversi che consentono la
sorveglianza da parte di societa specializzate, mediante collegamento ad un unico centro. E
necessaria la verifica preliminare del Garante.

11.4. | sistemi intelligenti sono dotati di software che permettono I'associazione di immagini
a dati biometrici, in grado, ad es. di riprendere e registrare automaticamente comportamenti o
eventi anomali e segnalarli. E necessaria la verifica preliminare del Garante.

11.5. La presenza di sistemi di rilevazione delle violazioni al codice della strada deve
essere segnalata da appositi cartelli. Le telecamere devono riprendere solo la targa del veicolo e
gli altri elementi necessari per la predisposizione del verbale di accertamento delle violazioni, ad
es. il tipo del veicolo, il giorno, I'ora e il luogo nei quali la violazione & avvenuta. Le fotografie e i
video non possono essere inviate al domicilio dell'interessato del veicolo, che potra richiedere di
visionare la documentazione. Al momento dell’accesso, se ripresi, dovranno opportunamente
essere oscurati o resi comunque non riconoscibili i passeggeri a bordo del veicolo.

11.6. In relazione ai principi di pertinenza e di non eccedenza, il sistema informativo e i
programmi informatici sono configurati riducendo al minimo I'utilizzazione dei dati personali e di
dati identificativi, in modo da escluderne il trattamento quando le finalita perseguite nei singoli



casi possono essere realizzati mediante dati anonimi od opportune modalita che permettano di
identificare l'interessato solo in caso di necessita.

Utilizzo di particolari sistemi mobili.
A) Body Cam e Dash Cam

Gli operatori di Polizia Locale possono essere dotati nello svolgimento di servizi operativi e di
controllo del territorio delle Body Cam (ossia sistemi di ripresa indossabili) e delle Dash Cam
(telecamere a bordo veicoli di servizio) trattandosi di "dati personali direttamente correlati
all'esercizio dei compiti di polizia di prevenzione dei reati, di tutela all'ordine e della sicurezza
pubblica, nonché di polizia giudiziaria".

B) Telecamere modulari e riposizionabili (foto trappole).

I Comando di Polizia Locale pud dotarsi di telecamere riposizionabili, anche del tipo foto-
trappola, con generazione di allarmi da remoto per il monitoraggio attivo purché dotate di sistemi
di archiviazione crittografati.

Gli apparati di videosorveglianza modulare riposizionabili vengono installati secondo necessita,
nei luoghi teatro di illeciti penali; possono essere utilizzati per accertare illeciti amministrativi.
Qualora non sussistano finalita di sicurezza o necessita di indagine previste dal D.lgs 51/2018
che esimono dall’'obbligo di informazione, si provvedera alla previa collocazione della adeguata
cartellonistica, per l'informativa agli utenti frequentatori di dette aree.

C) Altri strumenti di videoripresa

Il Comando di Polizia Locale, per lo svolgimento delle attivita di competenza pud dotarsi di ogni
altra tecnologia di ripresa video e di captazione di immagini necessaria al raggiungimento delle
finalita istituzionali.

In particolare, pud dotarsi di Sistemi Aeromobili a Pilotaggio Remoto — droni — sia per
I'esecuzione di riprese ai fini di tutela della sicurezza urbana, sia per finalita di prevenzione,
indagine, accertamento e perseguimento di reati o0 esecuzione di sanzioni penali.

In ogni caso, i dispositivi e il loro utilizzo devono essere conformi alla normativa vigente, con
particolare riferimento alla regolamentazione adottata dal’Ente Nazionale per I'Aviazione Civile e
al Codice della Navigazione.

D) Telecamere lettura targhe dotate di software OCR

Il Comando di Polizia Locale, per lo svolgimento delle attivita di competenza pud dotarsi impianti
di ripresa dotati di software OCR per la lettura delle targhe e la verifica delle stesse presso la
banca dati della motorizzazione e delle altre forze di Polizia, mediante collegamento telematico
alle stesse possono avere accesso diretto alle stesse anche altre forze di Polizia, su
autorizzazione del Comandante.

E) Nuove soluzioni tecnologiche

Nel caso di nuove tecnologie, frutto di ricerca e dei processi di innovazione, le stesse potranno
essere acquistate ed implementare le dotazioni tecniche gia in uso.

11.7. | dati personali acquisiti mediante I'utilizzo degli impianti di videosorveglianza di cui al
presente regolamento sono:

a) trattati secondo correttezza (in conformita alla vigente normativa, con modalita
bilanciate rispetto ai diversi interessi), per scopi determinati e legittimi. Gli impianti sono utilizzati
nel pieno rispetto dell’Articolo 4 dello Statuto dei Lavoratori (Legge 300 del 20 maggio 1970 e
successive modificazioni) per effettuare controlli sull’attivita lavorativa dei dipendenti
dellamministrazione comunale, di altre amministrazioni pubbliche o di altri datori di lavoro,
pubblici o privati. Sara cura del responsabile del titolare del trattamento sorvegliare le scene
inquadrate affinché le telecamere non riprendano luoghi di lavoro anche se temporanei, come ad
esempio cantieri stradali o edili, giardini durante la cura delle piante da parte dei giardinieri, sedi
stradali durante la pulizia periodica od il ritiro dei rifiuti solidi.



b) raccolti e registrati per le finalita di cui all'articolo 3 del presente regolamento e resi
utilizzabili in altre operazioni di trattamento a condizione che si tratti di operazioni non
incompatibili con tali scopi esatti e, se necessario, aggiornati;

d) trattati in modo pertinente, completo e non eccedente rispetto alle finalita per le quali
sono raccolti;

e) conservati per un periodo non superiore a quello strettamente necessario al
soddisfacimento delle finalita per le quali sono raccolti e successivamente trattati;

f) trattati, con riferimento alla finalita dell’analisi dei flussi del traffico, di cui agli artt. 3, con
modalitd volta a salvaguardare I'anonimato ed in ogni caso successivamente alla fase della
raccolta, atteso che le immagini registrate possono contenere dati di carattere personale.

g)lattivita di videosorveglianza é effettuata nel rispetto del c.d. principio di proporzionalita
nella scelta delle modalita di ripresa e dislocazione

11.8. Gli impianti di videosorveglianza di cui al presente regolamento consentono riprese
video a colori in condizioni di sufficiente illuminazione naturale o artificiale, in bianco e nero in
caso contrario. Non sono effettuate riprese di dettaglio dei tratti somatici delle persone, che non
siano funzionali al soddisfacimento delle finalita di cui all’articolo 3 del presente regolamento.

11.9. Il settore di ripresa delle telecamere deve essere impostato in modo tale da
consentire il controllo e la registrazione di quanto accada nei luoghi pubblici o aperti al pubblico,
con esclusione delle proprieta private.

11.10. | dati sono protetti da idonee e preventive misure di sicurezza, riducendo al minimo i
rischi di distruzione, di perdita anche accidentale, di accesso non autorizzato o di trattamento non
consentito o non conforme alle finalita della raccolta.

11.11. | monitor degli impianti di videosorveglianza sono collocati in modo tale da non
permettere la visione delle immagini, neanche occasionalmente, a persone estranee non
autorizzate.

11.12 | segnali video delle unita di ripresa saranno raccolti da una stazione di monitoraggio
e controllo presso la sala controllo del Comando di Polizia Locale o altra sede idonea. In questa
sede le immagini saranno visualizzate su monitor e registrate su un supporto magnetico. La
conservazione dei dati, delle informazioni e delle immagini raccolte mediante I'uso di sistemi di
videosorveglianza € limitata al massimo, alle ventiquattro ore, fatte salve speciali esigenze di
ulteriore conservazione.

11.13. Qualora I'attivita sia finalizzata alla tutela della sicurezza urbana, il termine massimo
di conservazione dei dati € fissato in 7 giorni successivi alla rilevazione dell'informazione e delle
immagini, fatte salve specifiche esigenze di ulteriore conservazione.

11.14. Per i sistemi di lettura targhe, per 'immagine di contesto eventualmente ripresa, il
termine massimo di conservazione dei dati & fissato in 7 giorni successivi alla rilevazione
dellinformazione e delle immagini, fatte salve specifiche esigenze di ulteriore conservazione. Per
la stringa derivata in OCR dallimmagine della targa il termine massimo di conservazione dei dati
é fissato in 180 giorni successivi alla rilevazione dell’informazione e delle immagini, fatte salve
specifiche esigenze di ulteriore conservazione.

Art.12. Modalita da adottare per i dati videoripresi

12.1. | monitor degli impianti di videosorveglianza sono collocati in modo tale da non
permettere la visione delle immagini, neanche occasionalmente, a persone estranee non
autorizzate.

12.2. L’accesso alle immagini da parte del responsabile e degli incaricati del trattamento
dei dati si limita alle attivita oggetto della sorveglianza; eventuali altre informazioni di cui vengano



a conoscenza mentre osservano il comportamento di un soggetto ripreso, non devono essere
prese in considerazione.

12.3. Nel caso le immagini siano conservate, i relativi supporti vengono custoditi, per
l'intera durata della conservazione, in un armadio o simile struttura dotato di serratura, apribile
solo dal Responsabile e dagli incaricati del trattamento dei dati.

12.4. La cancellazione delle immagini sara garantita mediante gli strumenti e le procedure
tecnologiche piu avanzate; le operazioni di cancellazione devono essere effettuate
esclusivamente all'interno dellambiente a cid deputato sito all’interno del Comando di Polizia
Locale.

12.5. Nel caso il supporto debba essere sostituito per eccessiva usura, sara distrutto in
modo da renderlo inutilizzabile, non permettendo il recupero dei dati in esso presenti.

12.6. L’accesso alle immagini ed ai dati personali & consentito:
o al Responsabile ed agli incaricati dello specifico trattamento di cui all’art. 7;
e ai preposti alle indagini dell’Autorita Giudiziaria e di Polizia;

o allAmministratore di sistema del Comune ed alla ditta fornitrice dellimpianto nei limiti
strettamente necessari alle loro specifiche funzioni di manutenzione;

o all'interessato debitamente autorizzato in quanto oggetto di riprese.

12.7. Nel caso di accesso ai dati da parte dell'interessato questi avra visione solo delle
immagini che lo riguardano direttamente.

12.8. Tutti gli accessi alla visione saranno documentati mediante I'annotazione in un
apposito “registro delle attivita di trattamento e degli accessi” (cartaceo od informatico),
conservato nei locali del Comando di Polizia Locale, nel quale sono riportati:

o |a data e l'ora d’accesso;

¢ lidentificazione del terzo autorizzato;

e idati periquali si & svolto 'accesso;

e (li estremi e la motivazione dell’autorizzazione all’accesso;
e |e eventuali osservazioni dell’'incaricato;

¢ la sottoscrizione del medesimo.

12.9. Non possono essere rilasciate copie delle immagini registrate concernenti altri soggetti
diversi dall'interessato, salvi i casi particolarmente meritevoli di tutela.

12.10. La diffusione di immagini personali & consentita quando la persona interessata ha
espresso il proprio consenso o € necessaria per la salvaguardia della vita o dell'incolumita fisica
o € giustificata da necessita di giustizia o di polizia; essa & comunque effettuata con modalita tali
da non recare pregiudizio alla dignita della persona.

Art.13. Obblighi degli operatori

13.1. L'utilizzo del brandeggio da parte degli operatori e degli incaricati al trattamento dovra
essere conforme ai limiti indicati nel presente regolamento e dalle norme in materia.

13.2 L'utilizzo delle telecamere & consentito solo per il controllo di quanto si svolge nei
luoghi pubblici mentre esso non € ammesso nelle proprieta private.

13.3. Fatti salvi i casi di richiesta degli interessati al trattamento dei dati registrati, questi
ultimi possono essere riesaminati, nel limite del tempo ammesso per la conservazione di cui al
precedente articolo, solo in caso di effettiva necessita per il conseguimento delle finalita di cui
agli artt. 3 e 5 e a seguito di regolare autorizzazione di volta in volta del comandante della Polizia
Locale.



13.4. La mancata osservanza degli obblighi previsti al presente articolo comportera
'applicazione di sanzioni disciplinari e, nei casi previsti dalla normativa vigente, di sanzioni
amministrative oltre che I'avvio degli eventuali procedimenti penali.

Art.14. Conservazione dei dati personali ed accesso alle registrazioni

14.1. | dati personali registrati mediante I'utilizzo degli impianti di videosorveglianza di cui
al presente Regolamento sono conservati per un periodo di tempo non superiore ai 7 giorni, ai
fini della tutela della sicurezza urbana. Al termine del periodo di conservazione le immagini
registrate vengono cancellate tramite sovrascrittura dai relativi supporti elettronici, informatici o
magnetici.

14.2.La conservazione dei dati personali per un periodo di tempo superiore a quello
indicato dal comma 1 del presente articolo &€ ammessa esclusivamente su specifica richiesta
della Autorita Giudiziaria o di Polizia Giudiziaria in relazione ad un’attivita investigativa in corso.

14.3. In caso di rilevazione di immagini di fatti concernenti ipotesi di reato o di eventi
rilevanti ai fini della pubblica sicurezza, della tutela ambientale o del patrimonio pubblico,
lincaricato o il Responsabile provvedera a darne comunicazione senza ritardo all’Ente,
provvedendo, su richiesta tracciata di questo, alla conservazione delle immagini su appositi
supporti.

14.4. Alle immagini raccolte ai sensi del presente articolo possono accedere, per
I'espletamento delle relative indagini, solo gli appartenenti allAmministrazione Giudiziaria, le
persone da essi espressamente autorizzate e gli organi di Polizia.

14.5. Qualora gli organi di Polizia, nello svolgimento dei loro compiti istituzionali,
necessitino una copia delle riprese effettuate, devono presentare un’istanza scritta e motivata.

Art.15. Aggiornamento allegato operativo

15.1. L’aggiornamento dei contenuti di cui al Piano operativo avviene a cura dei soggetti
appositamente designati, in caso di variazione nella composizione / configurazione dell'impianto
di videosorveglianza.

Si riporta nel Piano operativo:

-collocamento ed orientamento telecamere- elenco sito di ripresa;

- la fissazione degli orari delle registrazioni

-valutazioni conformita sulle aree riprese;

-caratteristiche tecniche apparati e misure di sicurezza;

-ruoli ed attivita soggetti coinvolti;

- fac-simile cartellonistica “Area videosorvegliata”;

- informativa circostanziata;

- modelli per accesso ed estrazione immagini;

- modelli per nomina soggetti autorizzati e responsabili esterni;

- la definizione di ogni ulteriore e specifica disposizione ritenuta utile, in coerenza con gl
indirizzi stabiliti dal presente Regolamento.

Art.16. Informativa

16.1. In ottemperanza a quanto disposto dall’art. 13 del Reg. UE n. 679/16 (G.D.P.R.), e del
D.Lgs. n. 51/2018 linformazione sulla presenza di impianti di videosorveglianza cittadini &
assicurata mediante apposita segnaletica conforme ai modelli approvati dall’Autorita garante per
la protezione dei dati personali, posizionata nei punti di ingresso del territorio comunale; sara
comunque replicata e posta in modo chiaramente visibile nelle aree cittadine video sorvegliate. In



presenza di piu telecamere, in relazione alla vastita dell’area e alle modalita delle riprese, sono
installati piu cartelli.

16.2. Il supporto con l'informativa:
+ deve essere collocato nei luoghi ripresi o nelle immediate vicinanze, non
necessariamente a contatto con la telecamera;
* deve avere un formato ed un posizionamento tale da essere chiaramente visibile.

16.3 Il Comune si obbliga a comunicare alla cittadinanza I'avvio del trattamento dei dati
personali, con [Iattivazione dellimpianto di videosorveglianza, [I'eventuale incremento
dimensionale dellimpianto e Il'eventuale successiva cessazione per qualsiasi causa del
trattamento medesimo, con un anticipo di giorni dieci, mediante I'affissione di appositi manifesti
informativi e/o altri mezzi di diffusione locale.

16.4. Il Comune provvedera a pubblicare sul proprio sito internet istituzionale un’informativa
circostanziata contenente tutti gli elementi previsti dall’Art.13 del GDPR le modalita e le finalita
per cui gli impianti di videosorveglianza, la modalita di raccolta e conservazione dei dati e le
modalita di diritto di accesso dell'interessato secondo quanto previsto dal Regolamento UE
2016/679 relativo alla protezione delle persone fisiche con riguardo al trattamento dei dati
personali e al D.Lgs. n. 51/2018 relativo alla protezione delle persone fisiche con riguardo al
trattamento dei dati personali da parte delle autorita competenti a fini di prevenzione, indagine,
accertamento e perseguimento di reati o esecuzione di sanzioni penali. Inoltre, viene riportata
l'indicazione della esatta collocazione di tutti gli impianti di videosorveglianza comunale con
indicazione della natura e finalita di essi.

Art.17. Diritti dell’interessato

17.1. In relazione al trattamento dei dati personali, & assicurato agli interessati il diritto a
richiedere al Titolare I'accesso ai propri dati, la rettifica o la cancellazione degli stessi, la
limitazione del trattamento o la possibilita di opporsi al trattamento, di richiedere la portabilita dei
dati, di revocare il consenso al trattamento facendo valere questi e gli altri diritti previsti dal
GDPR tramite semplice comunicazione al Titolare. L'interessato potra in qualsiasi momento
esercitare i diritti inviando una mail all'indirizzo: comune.fombio@pec.regione.lombardia.it.

Le richieste saranno inoltrate al Titolare del trattamento dei dati competente e visionate
dal DPO nominato dal Comune di Fombio. L’ interessato pud proporre reclamo anche al Garante
della Privacy via posta ordinaria tramite raccomandata A/R (Piazza di Montecitorio 121, 00186
Roma), oppure tramite pec all’'indirizzo protocollo@pec.gpdp.it.

17.2. La risposta ad una richiesta di accesso a dati conservati deve riguardare tutti quelli
attinenti alla persona istante identificabile e pud comprendere eventuali dati riferiti a terzi, solo nei
limiti previsti dalla Legge. L'istanza di accesso € diretta e personale, ovvero resa mediante
procura speciale a norma di legge.

Art. 18. Sicurezza dei dati

18.1 | dati personali oggetto di trattamento sono custoditi ai sensi e per gli effetti del
precedente art. 10, comma 3 nell’'ufficio della Polizia Locale; nei locali dove sono custoditi i dati e
le immagini registrate, pud accedere solo ed esclusivamente il personale in servizio della Polizia
Locale, debitamente istruito sull’utilizzo dell'impianto e debitamente incaricato ed autorizzato.

18.2 Il responsabile alla gestione e al trattamento impartisce idonee istruzioni atte ad
evitare assunzioni o rilevamento di dati da parte delle persone autorizzate all'accesso per le
operazioni di manutenzione degli impianti e di pulizia dei locali.

18.3 Il responsabile al trattamento designa e nomina gli autorizzati in numero sufficiente a
garantire la gestione del servizio di videosorveglianza e dei sistemi di lettura targhe nell'ambito
degli operatori di Polizia locale.
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18.4 Gli autorizzati andranno nominati tra gli Ufficiali ed Agenti di Polizia Locale in servizio
presso il Comune di Fombio che per esperienza, capacita ed affidabilita forniscono idonea
garanzia nel rispetto delle vigenti disposizioni in materia di trattamento e sicurezza dei dati. La
gestione degli impianti di videosorveglianza e dei sistemi di lettura targhe é riservata agli organi di
Polizia Locale, aventi qualifica di Ufficiali e Agenti di polizia giudiziaria ai sensi dell'art. 57 del

c.p.p.

Art.19. Cessazione del trattamento dei dati personali

19.1. In caso di cessazione, per qualsiasi causa, del trattamento, i dati personali acquisiti
mediante I'utilizzo degli impianti di videosorveglianza di cui al presente regolamento verranno
distrutti

Art.20. Limiti alla utilizzabilita di dati personali

20.1. | dati personali trattati in violazione della disciplina rilevante in materia di trattamento
dei dati personali non possono essere utilizzati ai sensi dell'art. 2 decies del D.Dgs. n. 196/03,
salvo quanto previsto dall'art. 160 bis dello stesso decreto.

Art. 21. Danni cagionati per effetto del trattamento di dati personali

21.1. | danni cagionati ad altri per effetto del trattamento di dati personali comporta
eventuale risarcimento ai sensi dell'art. 2050 del Codice Civile.

Art. 22 . Comunicazione

22.1. La comunicazione dei dati personali da parte del Comune a favore di soggetti
pubbilici, esclusi gli enti pubblici economici, € ammessa quando & prevista da una norma di legge
o regolamento. In mancanza di tale norma la comunicazione € ammessa quando &€ comunque
necessaria ed esclusivamente per lo svolgimento di compiti di interesse pubblico e lo
svolgimento di funzioni istituzionali e pud essere iniziata se € decorso il termine di cui all'art. 2 ter
del D.Lgs. n. 196/03.

22.2. Non si considera comunicazione, ai sensi e per gli effetti del precedente comma, la
conoscenza dei dati personali da parte delle persone incaricate ed autorizzate per iscritto a
compiere le operazioni del trattamento dal titolare o dal responsabile e che operano sotto la loro
diretta autorita.

22.3. E in ogni caso fatta salva la comunicazione o diffusione di dati richieste, in
conformita alla legge, da forze di polizia, dall’autorita giudiziaria, da organismi di informazione e
sicurezza o da altri soggetti pubblici ai sensi dell’art. 58, comma 2, del D.Lgs. 30/6/2003, n. 196
per finalita di difesa o di sicurezza dello Stato o di prevenzione, accertamento o repressione di
reati.

CAPO IV - TUTELA AMMINISTRATIVA
E GIURISDIZIONALE - MODIFICHE

Art.23. Tutela

23.1. Per tutto quanto attiene ai profili di tutela amministrativa e giurisdizionale si rinvia
integralmente a quanto previsto dall'articolo 77 del Reg.UE 679/2016 (disciplina del diritto di
proporre reclamo a un'autorita di controllo) e dall'articolo 79 del Reg.UE 679/2016 (diritto a un
ricorso giurisdizionale effettivo) (gia artt. 140 e seguenti del D.lgs. 196/2003 abrogati dal D.Lgs.
101/2018).



23.2. In sede amministrativa, il responsabile del procedimento, ai sensi e per gli effetti degli
artt. 4-6 della legge 7 agosto 1990, n. 241, & il responsabile del trattamento dei dati personali,
cosi come individuato dal precedente art. 7.

Art.24. Ulteriori profili di conformita

24 1. La videosorveglianza, costituendo attivita di trattamento di dati personali, rientra nel
sistema privacy GDPR complessivo dell’Ente, in conformita al quale sara gestito:

- l'inserimento nel registro dei trattamenti (GDPR, Art.30) - la valutazione di rischio e di
idonee misure di sicurezza (GDPR, Art.32)

- la coerenza ai requisiti di “Protezione dei dati fin dalla progettazione e protezione per
impostazione predefinita” (Privacy by design e by default, GDPR, Art.25)

- la gestione di eventuali incidenti di sicurezza che dovessero coinvolgere il sistema (Data
breach, GDPR, Art.33,34) - la valutazione di eventuali necessita di Valutazioni di Impatto (Data
Protection Impact Assessment, GDPR, Art.35)

Art.25. — Modifiche regolamentari

25.1 | contenuti del presente regolamento sono aggiornati nei casi di aggiornamento
normativo in materia di trattamento dei dati personali. Gli eventuali atti normativi, atti
amministrativi dell’Autorita di tutela della privacy o atti regolamentari generali del Consiglio
comunale dovranno essere immediatamente recepiti.

CAPO V - SISTEMI INTEGRATI DI VIDEOSORVEGLIANZA
Art.26. Sistema integrato di sorveglianza tra pubblico e privato

26.1. Al fine di promuovere la sicurezza integrata sul territorio, recependo i contenuti del
decreto-legge 14/2017 convertito in legge 48/2017 “disposizioni urgenti in materia di sicurezza
delle citta” e s.m.i., in particolare rispetto le previsioni di cui all'art. 7 dello stesso, possono essere
individuati specifici obiettivi per incrementare il controllo del territorio attraverso il concorso, sotto
il profilo di sostegno strumentale, finanziario e logistico, di soggetti pubblici e privati. Tali obiettivi
sono individuati nellambito dei “patti per I'attuazione della sicurezza urbana” di cui all’art. 5 del
predetto decreto, nel rispetto delle linee guida adottate.

Ricadono sui soggetti pubblici e privati di cui al presente articolo, previa stipula di apposito
accordo, gli oneri relativi:

a. Allacquisto dei dispositivi, la loro messa in servizio e connessione al sistema di
videosorveglianza comunale, garantendone la completa compatibilita e funzionalita;

b. alla messa a disposizione del Comune a titolo gratuito, senza mantenimento sul soggetto di
alcun titolo e responsabilita sui dati raccolti.

c. Gli oneri di manutenzione ordinaria e straordinaria sono a carico del Comune.

d. Il Comune é titolare del trattamento dei dati e ad esso spettano gli obblighi previsti dalla
vigente normativa.

26.2. Oltre all'ipotesi di cui al comma precedente, potranno essere attivate le seguenti
tipologie di sistemi integrati, previa sottoscrizione di un protocollo di gestione:

a. Gestione coordinata di funzioni e servizi tramite condivisione delle immagini riprese da
parte di diversi e autonomi Titolari del trattamento, utilizzanti le medesime infrastrutture
tecnologiche;

b. Collegamento telematico di diversi Titolari di trattamento ad un “centro” unico gestito da
soggetto terzo;

c. Collegamento del sistema di videosorveglianza con la sala operativa delle Forze di Polizia
(Polizia di Stato, Arma dei Carabinieri e Guardia di Finanza).



26.3. L'utilizzo di sistemi integrati di videosorveglianza, ivi compresi quelli che consentono
di rendere disponibili le immagini alle Forze di Polizia devono avere le specifiche misure che
prevedono:

a. L’adozione di sistemi idonei alla registrazione degli accessi logici degli incaricati e delle
operazioni compiute sulle immagini registrate, compresi i relativi riferimenti temporali, con
conservazione per un periodo di tempo congruo all’esercizio dei doveri di verifica;

b. La separazione logica delle immagini registrate dai diversi titolari.

4.4 In qualunque caso le modalita di trattamento dei dati dovranno essere conformi alle
prescrizioni date dal Garante della protezione dei dati personali. Con specifico riferimento
all'attivita del controllo sul territorio da parte dei Comuni, anche relativamente a quanto disposto
in materia di videosorveglianza comunale per finalita di sicurezza urbana:

a. L'utilizzo condiviso, in forma integrale o parziale, di sistemi di videosorveglianza tramite la
medesima infrastruttura tecnologica sia configurato con modalita tali da permettere ad ogni
singolo Ente e, in taluni casi, anche alle diverse strutture organizzative dell’ente, 'accesso
alle immagini solo nei termini strettamente funzionali allo svolgimento dei propri compiti
istituzionali;

b. Un centro unico gestisca I'attivita di videosorveglianza per conto di diversi soggetti pubblici,
in tale caso i dati personali raccolti dovranno essere ftrattati in forma differenziata e
rigorosamente distinta, in relazione alle competenze istituzionali della singola Pubblica
Amministrazione.

CAPO VI - DISPOSIZIONI FINALI
Art.27. Tutela dei dati personali

27.1. Il Comune di Fombio, garantisce, nelle forme ritenute piu idonee, che il trattamento
dei dati personali in suo possesso si svolge nel rispetto dei diritti, delle liberta fondamentali,
nonché della dignita delle persone fisiche, ai sensi delle vigenti disposizioni in materia.

Art.28. Rinvio dinamico

28.1. Le disposizioni del presente regolamento si intendono modificate per effetto di
sopravvenute norme vincolanti statali e regionali.

28.2. In tali casi, in attesa della formale modificazione del presente regolamento, si
applica la normativa sopra ordinata.

Art.29. Norma di rinvio

29.1. Per quanto non espressamente disciplinato dal presente Regolamento si rinvia a
quanto disposto dal:

e Decreto del Presidente della Repubblica n. 15 del 15.01.2018, recante "Regolamento a
norma dell'articolo 57 del decreto legislativo 30 giugno 2003, n. 196, recante
l'individuazione delle modalita di attuazione dei principi del Codice in materia di
protezione dei dati personali relativamente al trattamento dei dati effettuato, per le finalita
di polizia, da organi, uffici e comandi di polizia";

e Regolamento UE n. 2016/679 del 27 aprile 2016 relativo alla protezione delle persone
fisiche con riguardo al trattamento dei dati personali, nonché alla libera circolazione di tali
dati e che abroga la direttiva 95/46/CE;

e Direttiva UE n. 2016/680 del 27 aprile 2016 relativa alla protezione delle persone fisiche
con riguardo al trattamento dei dati personali da parte delle autorita competenti ai fini di
prevenzione, indagine, accertamento e perseguimento di reati o esecuzione di sanzioni



penali, nonché alla libera circolazione di tali dati e che abroga la decisione quadro
2008/977/GAl del Consiglio;

e D.Lgs. 10 agosto 2018, n, 101, Disposizioni per I'adeguamento della normativa nazionale
alle disposizioni del regolamento (UE) 2016/679 del Parlamento europeo e del Consiglio,
del 27 aprile 2016, relativo alla protezione delle persone fisiche con riguardo al
trattamento dei dati personali, nonche' alla libera circolazione di tali dati;

e D.Lgs. 30 giugno 2003, n, 196, recante: “Codice in materia di protezione dei dati
personali“ e successive modificazioni;

e D.Lgs. 18/05/2018, n. 51 recante: “Attuazione della direttiva (UE) 2016/680 del
Parlamento europeo e del Consiglio, del 27 aprile 2016, relativa alla protezione delle
persone fisiche con riguardo al trattamento dei dati personali da parte delle autorita
competenti a fini di prevenzione, indagine, accertamento e perseguimento di reati o
esecuzione di sanzioni penali, nonché alla libera circolazione di tali dati e che abroga la
decisione quadro 2008/977/GAl del Consiglio.”

o art. 54 del D.Lgs. 18 agosto 2000, n. 267 e successive modificazioni;
o decalogo del 29 novembre 2000 promosso dal Garante per la protezione di dati personali;
e circolare del Ministero dell'Interno dell’8 febbraio 2005, n. 558/A/471;

e D.L. 23 febbraio 2009, n. 11, recante: “Misure urgenti in materia di sicurezza pubblica e di
contrasto alla violenza sessuale, nonché in tema di atti persecutori®, ed in particolare
dall’art. 6;

e “Provvedimento in materia di videosorveglianza” emanato dal garante per la protezione
dei dati personali in data 8 aprile 2010.

e Legge 18 aprile 2017, n. 48 “disposizioni urgenti in materia di sicurezza delle citta” e s.m.i.

e Linee guida n.3/2019 del Comitato europeo per la protezione dei dati Ver. 2.0 adottate il
29 Gennaio 2020

Art.30 . Entrata in vigore

30.1. Il presente regolamento entra in vigore decorsi trenta giorni dalla data di
pubblicazione all’albo pretorio, fatti salvi i tempi tecnici necessari all’'organizzazione del servizio.

30.2. Le eventuali e successive modifiche al presente regolamento entrano in vigore, ai
sensi dell'art.63 comma 4 dello Statuto comunale al compimento di un periodo di pubblicazione di
giorni 15 all’albo pretorio on line. Lo stesso verra inserito nella raccolta ufficiale dei Regolamenti
comunali.



